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Abstract: Trade through electronic systems (e-commerce) is a prominent innovation of this current era. 
The growth of e-commerce in Indonesia is the highest in the world. Even so, there are threats to 
security in e-commerce due to cybercrimes, especially system interference. This leads to society’s fading 
trust to e-commerce businesses as a social capital. The Indonesian government has carried out efforts to 
prevent and handle cybercrimes through stipulations of the Law on Electronic Information and 
Transaction. Unfortunately, cybercrimes, especially disturbances to the electronic system, still 
rampantly happen Therefore, this research focuses on how far the Indonesian Law on Electronic 
Information and Transaction can reach that cybercrime. This was normative legal research which was a 
form of doctrinal legal research. It employed a data searching method in the form of library research, 
i.e., studying primary and secondary legal sources and analyzing them using the descriptive qualitative 
method with deductive logic. Results of this research showed that the Indonesian Law on Electronic 
Information and Transaction which keeps on experiencing amendments has not reached cybercrimes, 
especially crimes related to disturbances to the electronic system (system interference). It is not yet 
effective in guaranteeing the security of e-commerce transactions, leading to the fading of trust as a 
social capital. The amendment of the Law on Electronic Information and Transaction must be followed 
with the amendment of its implementing laws. Society must also be introduced to the importance of the 
Indonesian Law on Electronic Information and Transaction through massive and intensive education 
programs. 
Keywords: Cybercrime, E-commerce, Electronic information and transaction, Law, Trust, Indonesia. 

 
1. Introduction  

The massive development of knowledge and technology due to globalization has influenced various 
aspects of society’s lives, including changes in its legal system [1]. Technological advancement has 
been used to ease the lives of human beings [2]. An example of how technologies bring ease to human 
life is the emergence of electronic commerce (e-commerce) which is used for trade transactions [3]. 

E-commerce means electronic transactions in the business world that encompasses the spread, the 
sales, the purchasing, and the marketing of goods and services without a direct meeting between the 
transacting parties through electronic systems such as the internet, televisions, websites (www/world 
wide web), or other computer networks [4]. The development of e-commerce in Indonesia has 
happened since 1996, with the founding of Dyviacom Intrabumi or D-Net (www.dnet.net.id). It was the 
pioneer of online transactions in Indonesia [3]. 

According to Matthew Driver, the President of Master Card for the Southeast Asian territory, 
Indonesia is one of the countries with the greatest growth in the e-commerce market in Asia Pacific, 
[5]. According to the report of the Bank of Indonesia’s annual meeting in 2021, Indonesia’s e-commerce 
transactions were projected to reach Rp 403 trillion in 2021. Then, even more impressively, it reached 

http://id.wikipedia.org/wiki/Internet
http://id.wikipedia.org/wiki/Televisi
http://www.dnet.net.id/
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Rp 530 trillion, meaning that it grew by 31.4% in 2022 [6]. This number is predicted to keep on rising 
to US$ 81 billion by 2025 [7]. 

In 2022, Indonesia experienced an economic recovery after surviving the Covid-19 pandemic. A 
survey from Indonesia Statistics in 2023 showed that there was an increase in economic growth by 3.70 
% in 2021. Then, it grew to 5.31 % in 2022. Concerning the growth in the number of e-commerce 
businesses in 2022, it was shown that there was an increase of 4.46 %, with a total of 2,995,986 
businesses [8]. 

An e-commerce research agency from Germany, ECDB, stated that Indonesia is the country with the 
highest projection of e-commerce growth in the world in 2024, with a growth rate reaching 30.5%. This 
projection was almost thrice greater than the global average, which was 10.4%. The prediction of the 
country with the second highest e-commerce growth in the world was Mexico, which reached 26.8%.  
The third was Thailand with a growth rate of 22.9%. The fourth and fifth places were filled by Iran and 
Malaysia, each with a percentage of 22.1% and 21.4%. This list was then followed by the Philippines, 
Peru, India, to Vietnam, as shown in Figure 1. ECDB stated that the list of 10 countries with the 
highest projection of e-commerce growth was dominated by Asian countries [9]. 
 

 
Figure 1.  
Countries with the highest projection of e-commerce growth in the world according to ECDB [9]. 

 
E-commerce data in Indonesia in 2024 showed that around 46.7 million people shop online. Then, in 

2029, it is projected that it will reach 133.78 million people. Five e-commerce platforms in Indonesia 
that are most visited by consumers are shown in Table 1 [10]. 

 
Table 1.  
The five most visited e-commerce platforms in Indonesia. 

No E-Commerce platform Visits per month Direct Male subjects Age 

1 
 

Shopee 442.4 million 67.7 % 57 % 25-34 

2 
 

Lazada 280.7 million 19.57 % 61 % 25-34 

3 
 

Tokopedia 239.4 million 55.6 % 59.61% 25-34 

4  Bibli 61.5 million 48.16 % 61.17 % 25-34 

5 
 

Bukalapak 8.7 million 50.99 % 62.05 % 25-34 

The increase in the e-commerce industry reflects the massive development of internet information 
technologies that keep on becoming more sophisticated [11]. However, the ease proposed by internet 
technologies also brings risks to security, such as the emergence of cybercrimes [12]. Cybercrimes in e-



350 

 

 
Edelweiss Applied Science and Technology 
ISSN: 2576-8484 

Vol. 8, No. 5: 348-358, 2024 
DOI: 10.55214/25768484.v8i5.1692 
© 2024 by the authors; licensee Learning Gate 

 

commerce are often related to the security of personal data [13]. Some forms of cybercrimes in e-
commerce include payment scams using credit cards (carding), personal data theft (phishing), and data 
forgery [14].  

Cybercrimes bring losses to both e-commerce business owners and consumers. Examples of 
cybercrimes in Indonesian e-commerce sites/applications include:  

1. On May 1st, 2020 there was a news report on the leakage of Tokopedia user data. A staggering 91 
million data that were reported as Tokopedia user data were auctioned with a price of US$5.000 in 
a hacker forum. In its official release, Tokopedia stated that they “have found the existence of the 
efforts of Tokopedia user data theft." 

2. On May 6th, 2020, as many as 12.9 million Bukalapak user data were sold. It was suspected that 
these data were leaked in March 2019. Meanwhile, in its official release, Bukalapak admitted that 
there was an invalid access to their cold storage. 

3. On May 10th, 2020, 1.2 million data that were suspected to be data from the Bhinneka online shop 
were known to have leaked and were offered to be sold on the dark web. Bhinneka stated that it is 
still undergoing an investigation into the suspected case of leakage [11]. 

Even though e-commerce in Indonesia has a great potential market, there are still many hindrances 
in its application. Some examples of such issues are the issue of expeditions, where the delivery of goods 
requires much cost and frequently arrives late. Then, there is also a need for a product quality guarantee 
as well as a guarantee on the protection of consumer data privacy [15].  

Therefore, there is a need for the transparency of e-commerce companies as well as strong state 
policies that provide protection against cybercrimes to build trust between e-commerce business owners 
and consumers. This is required to build a safe and trustworthy e-commerce environment [15]. 

As a form of digital transformation in the economy, e-commerce obliges the existence of the 
development of a trust framework from consumers. Trust may be defined as the consumers’ assessment 
of the vulnerability of a situation when carrying out a transaction with a company [16]. There are at 
least six issues that are directly related to consumer trust (the protection of online consumers), namely 
the protection of personal information, the protection from unsolicited electronic advertisements (spam 
messages), domestic regulation framework, transparency, cyber security, as well as the use of the 
internet for electronic trade [17].  

Seeing the urgency of security in e-commerce transactions, in 2008, the Indonesian government 
issued a regulation that specially regulates transactions through the internet, namely Law No. 11 of 
2008 on Electronic Information and Transaction, which was amended into Law No. 19 of 2016. Then, 
the last amendment was Law No. 1 of 2024 [18]. Apart from that, there was also Law No. 27 of 2022 on 
Personal Data Protection and Law No. 8 of 1999 on Consumer Protection. The Law on Consumer 
Protection was enacted by considering several principles in consumer protection, namely the principle of 
benefit, the principle of justice, the principle of security and safety, the principle of balance, as well as the 
principle of legal certainty [19]. 

From the description above, even though the government has issued legal regulations on Personal 
Data Protection, Consumer Protection, and e-commerce transactions, in reality, cybercrimes are still 
rife. This is the cause of the low trust index and consumer trust index in Indonesia. It is the obligation 
of governments from all countries of the globe to protect consumers by building effective security to 
prevent cybercrimes. A strong security system as well as an awareness of carrying out online 
transactions may protect people from cybercrimes [20].  Therefore, this research discusses how far the 
Indonesian Law on Electronic Information and Transaction can prevent cybercrime in e-commerce 
transactions as well as its implications towards trust as a social capital. 
 
 
2. Literature Review 
2.1. Trust as a Social Capital 

Social capital is a resource whose value is directly related to the type of capital produced. Trust is 
the basis of interindividual cooperation, making it a key element in social capital [21]. Fukuyama in his 
book “The Social Virtues and The Creation of Prosperity” stated that “trust” is how far a person believes 
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that other people act responsibly for the good of the public [22]. Bryk and Schneider found that 
individuals tend to trust people who show respect, attention, competence, moral integrity, and 
commitment [23]. 

Trust is often identified as a social capital. It is the basis of the relationship between civil society 
members [24]. Trust may be defined as one’s willingness to be sensitive to other people’s actions, with 
the hope that these people will carry out specific actions based on those who trust them without needing 
to be monitored or controlled by the people who trust them [25]. Trust in the economic scope may be 
defined as a customer's assessment of a company's integrity and honesty. It also includes customers' 
perception and belief that the company will not disappoint them and will work hard to fulfil their 
interests [16]. 

In line with the development of technologies, the scope of community civilization keeps on 
penetrating the digital world, including the economic sector. This is marked by the emergence of social 
media and e-commerce websites/applications. Previous studies opined that trust as a social capital 
element plays an important role in determining a person's willingness to undergo various transactional 
activities with companies in the e-commerce sector, as all of its transactions are carried out online [26]. 

Previous research mentioned that there are at least four types of trust in the e-commerce context, 
namely: customers’ trust to sellers, public trust, the trust to technologies, as well as sellers’ trust to 
customers. Customers’ concerns become the most severe hindrance in building trust in e-commerce. 
Meanwhile, the factors that take the main attention of online customers are privacy, security, risks in 
using technologies, as well as the issue of integrity [27].  

 
2.2. E-Commerce 

E-commerce or what is called electronic commerce is a combination of electronic and internet media 
for operating goods and services as well as processing digital information in business transactions [28]. 
The emergence of e-commerce has become one of the greatest technological developments in the last 
two decades, which has led to a revolution in the global trade industry. E-commerce has some 
advantages, including higher flexibility, greater market expansion, lower cost structures, quicker offers, 
more variation production channels, as well as offering more comfort and adaptation [29]. 

E-commerce becomes a source of information in transactional activities or commercial activities. It 
is supported by several features, such as social media, customer reviews, discussions, and 
recommendations for sharing. Three factors encourage society to carry out digital or online 
transactions, namely fulfilling needs, the availability of access, and time efficiency [30]. E-commerce is 
differentiated into several forms: Business to Business (B2B) e-commerce, which includes almost 
anything that encompasses electronic transactions carried out between companies; Business-to-
Consumer (B2C) e-commerce or a type of e-commerce which is carried out between production 
companies and consumers; and Consumer to Consumer (C2C) e-commerce or a type of commerce with 
electronic transactions that is carried out between consumer and consumer by involving a third party 
that has provided online marketplace in carrying out transactional activities [31]. 

In 2022, Iprice Insight Map of E-commerce stated that there are several types of e-commerce in 
Indonesia. The top ten e-commerce sites and applications are, Tokopedia, Shopee, Lazada, Bukalapak, 
Blibli, Orami, Ralali, Zalora, Klik Indomaret, and JD ID. Tokopedia was the e-commerce 
site/application with the highest number of monthly visitors, reaching a staggering 158,346,667 people 
[32]. 

In line with its development, e-commerce which was initially focused on selling various physical 
products such as books, electronics, and clothes has now expanded into various sectors, including travel 
(booking plane tickets and hotels), foods and beverages (food delivery), entertainment (streaming music 
and film), etc. Even so, the existence of e-commerce still faces various challenges, such as the challenge 
of increasing safety in transactions, handling logistic and delivery issues, as well as increasing consumer 
protection [33]. 
 
2.3. Cybercrime 
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Cybercrime is a form of crime that is carried out through illegal access, such as illegal transmissions 
or data manipulation for certain goals, including creating disturbances and seeking financial gain. Such 
crimes may be carried out by individuals or groups of people [34].  Data from reports in 2021 stated 
that cybercrime can happen due to several factors: 53% of them happened due to system failure, 39% of 
them happened due to human error, 3% of them happened due to natural phenomena, and the rest, i.e., 
5% of them happened due to malicious actions [35].  

Cybercrime is also known as cyber sabotage and extortion. It is carried out by injecting computer 
viruses or certain computer programs that may make computer data and programs unusable. They may 
not work as how they should. Thus, they may be controlled according to the perpetrators' desires, [36]. 
Some of the most common forms of cyber-attacks are the attacks of destructive software (malware), 
personal data theft (phishing), the attack to access with ransom (ransomware), password hacking 
(dictionary attack), denial of service attack (DOS), and data theft from the database (structured query 
language injection) [37]. 

The emergence of e-commerce which fully utilizes the internet as its activity platform opens doors 
to various threats of cybercrimes. Some forms of cybercrimes that are most popularly found in e-
commerce are phishing, data forgery, and carding or fraud of payment using credit cards [14]. 

Phishing is a term that refers to various cybercrimes that are carried out by sending a link to 
internet users in an effort to steal personal information such as banking details, Personal Identification 
Number (PIN) codes, as well as social media information [38]. Meanwhile, data forgery is an effort to 
illegally forge or copy e-commerce user data with the aim of bringing losses to other parties for one's 
personal benefit [39].  

Previous research by Batmetan found that of the 30 who served as research samples, 78% of them 
chose to use e-commerce. Then, 80% of the people who chose to use e-commerce stated that in several 
marketplaces, there are frequent cases of online scams or frauds [12]. This shows that some people still 
have concerns about using e-commerce. 
 
3. Research Method 

This research employed the juridical normative approach with the statute approach and conceptual 
approach. The legal materials used in this research comprised primary and secondary legal materials 
[40]. The primary legal materials consisted of Law No. 11 of 2008 on Electronic Information and 
Transaction, which was amended into Law No. 19 of 2016 was amended into Law No. 1 of 2024 on 
Electronic Information and Transaction; Law No. 27 of 2022 on Personal Data Protection; 
Governmental Regulation No. 71 of 2019 on Electronic System Establisher; and Governmental 
Regulation No. 80 of 2019 on Trade Through Electronic Systems. 

Then, the secondary legal materials that were used in this research included legal journals, legal 
books, as well as articles on websites that were relevant to the researched topic. This research was 
doctrinal legal research with a normative characteristic. In essence, it was an activity where researchers 
reviewed the internal aspects of the positive law to resolve its issues. The authors employed descriptive 
qualitative analysis with deductive logic [41]. 

 
4. Results  

Information technology and electronic transactions have brought significant changes to various 
aspects of life. They have become a basis for the development of the digital economy by facilitating 
various activities, such as communication, trade, to online financial transactions. These technological 
developments do not only bring great impacts to various sectors, but they also present other challenges 
related to data security and privacy [42]. 

As what is written in Article 1 clause (3) of the Third Amendment of the Republic of Indonesia’s 
1945 Constitution, Indonesia is a legal state. Therefore, its activities, including those related to 
information technology and electronic transactions, are based on the law. The law regulates electronic 
information and transactions, which is stipulated in Law No. 11 of 2008 on Electronic Information and 
Transaction which was amended with Law No. 19 of 2016 that was then amended into Law No. 1 of 
2024 on Electronic Information and Transaction [43].  
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The second amendment of the Law on Electronic Information and Transaction, i.e., Law No. 1 of 
2024 aimed to protect Indonesia’s digital realm, making it clean, healthy, ethical, productive, and just. 
Thus, information technology and electronic transactions need to be regulated by providing legal 
certainty and justice. It must protect the public interest from any disturbances that may lead to the 
misuse of electronic information, electronic documents, information technology, and/or electronic 
transactions that may disturb public order. These changes also bring clarity to the emergence of multi-
interpretations and controversies in society. Such changes aimed to manifest justice in society and legal 
certainty. 

Changes in the Law on Electronic Information and Transaction related to cybercrimes in e-
commerce include [44]:  
1. Changes in existing articles to refine Law No. 19 of 2019 to provide legal certainty and societal 

protection in the digital realm, i.e., Article 17 on electronic transactions, by adding stipulations on 
the obligations of electronic system establishers to maintain the safety of electronic information and 
personal data. Articles 27, 27 A, 27 B, 28, 29, and 36 stipulate prohibited actions to rediscuss and 
clarify articles that are deemed multi-interpretable, adding several prohibited actions and 
strengthening criminal sanctions. Then, Article 40 regulates the government’s role in forming the 
National Policy Board of Personal Data Protection. 

2. The addition of a new article, namely Article 13 A on digital identity is used in establishing digital-
based electronic certification, which is electronic data that can be used to electronically identify a 
person. The application of this article is hoped to increase the security and reliability of electronic 
certification because digital identity can be used to make sure that the person filing for an electronic 
certification proposal is the real person, rather than artificial intelligence. Thus, this can be used to 
prevent the misuse of identity and fraud. Articles 16 A and 16 B regulate child protection. These 
articles regulate the obligation of electronic system establishers to provide protection to children 
who use or access the electronic system. Therefore, electronic system establishers must provide 
information on the minimum age of children that can use or access their service products. It must 
provide a mechanism for verifying child users as well as a mechanism for reporting the misuse of 
products, services, or features that violate or may potentially violate children’s rights. The addition 
of these articles aims to provide protection to children in the digital realm, filter dangerous content, 
and prevent the misuse of children in the digital realm. Article 18A stipulates international 
electronic contracts, i.e., contracts that are electronically carried out between parties in different 
countries. This article aims to give legal certainty and safety for electronic system users and 
electronic system establishers in carrying out international electronic transactions. Article 40 A 
regulates the government’s role in encouraging the creation of a just, accountable, safe, and 
innovative digital ecosystem. The role of the government includes carrying out education to society 
and introducing them to responsible use of the digital realm; developing policies and regulations 
that support a better creation of the digital realm; and carrying out monitoring and law enforcement 
against the violation of the Law on Electronic Information and Transaction. 

 
5. Discussion 

The application of the Electronic Information and Transaction Law which becomes the legal 
protection over electronic transaction encompasses several things, such as the aspect of data security, 
consumer protection, and the use of social media in transactions [45]. In the Electronic Information and 
Transaction Law, “the principle of legal certainty” is the legal basis where the use of information 
technology and electronic transactions and anything that supports its application is legally 
acknowledged within and outside of the court [7]. 

Implementing regulations of the Electronic Information and Transaction Law that provide 
protection against cybercrimes in e-commerce businesses are Governmental Regulation No. 71 of 2019 
on Electronic System Establisher and Governmental Regulation No. 80 of 2019 on Trade Through 
Electronic Systems. Governmental Regulation No. 71 of 2019 on Electronic System Establisher 
contains stipulations on the protection against cybercrimes in e-commerce businesses as follows: 
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Article 14 clauses (1) to (6) states that electronic system establishers must implement the principle 
of personal data protection in processing personal data. Article 24 clauses (1) to (4) states that electronic 
system establishers must have and carry out procedures and facilities in securing electronic systems to 
prevent and handle threats and attacks that cause disturbances, failure, and harm. Article 31 stipulates 
that electronic system establishers are obliged to protect their users and society in general from the 
losses that are caused by the electronic system it established. Article 51 states that electronic system 
establishers must have electronic certificates. Article 74 states that feasibility certificates aim to protect 
consumers in electronic transactions and as a guarantee that business owners have fulfilled the criteria 
determined by the Feasibility Certificate Institution. 

Article 94 states that the government has the role to protect public interests from all types of 
disturbances as impacts of the misuse of Information technology and electronic transactions that disturb 
public order. Article 100 clause (1) regulates administrative sanctions for violators of the stipulations in 
this Governmental Regulation in the forms of (2): written warning; administrative fines; temporary 
termination; access severance; and/or being exempted from the list; (3) administrative sanctions are 
imposed by the Minister according to the stipulations of legal regulations; (4) the imposition of 
administrative sanctions as aforementioned in clause (2) letter c and letter d is carried out through 
coordination with the leaders of the related Ministry or institution; (5) the imposition of administrative 
sanctions as aforementioned in clause (2) and clause (3) does not eliminate criminal and civil liability. 

Governmental Regulation No. 80 of 2019 on Trade Through Electronic Systems provides 
protection against cybercrime, starting from Article 3 which regulates the principles in implementing 
trade through electronic systems (e-commerce). These principles are good faith, carefulness, 
transparency, trust, accountability, balance, justice, and healthiness. 

Article 13 stipulates the obligations of e-commerce applications/websites, namely: 
1. Providing clear, correct, and honest information on the identity of the legal subject that is 

supported by valid data or documents; provide information on the condition and guarantee of the 
offered goods and/or services including electronic systems and their characteristics, functions, 
and roles in that transaction; and fulfil the stipulations on advertising ethics according to the legal 
regulations. 

2. Providing clear, correct, and honest information as aforementioned in clause (1) which at least 
encompasses information truthfulness and accuracy; accordance between the advertised 
information and the physical condition of the items; feasibility of the consumption of such goods 
and/or services; the legality of the goods and/or services; and the quality, price, and accessibility 
of the goods and/or services. 

Article 14 states that domestic and/or foreign Trade Through Electronic Systems must use 
electronic systems that are certified with an electronic systems feasibility certificate according to the 
legal regulations.  

Article 24 clause (1) states that domestic and/or foreign Trade Through Electronic Systems must 
maintain the electronic systems, making sure that they are safe, feasible, and responsible. They must 
build the public’s trust towards their established system. Therefore, (2) it must provide an electronic 
system security that encompasses prevention and handling procedures and systems against threats and 
attacks that cause disturbances, failure, and harm. (3) electronic system security may encompass security 
from the aspect of domestic and/or foreign Trade Through Electronic Systems' computer system or 
aspect of the communication network that is used and established by other parties.  

Article 25 clause (1) states that domestic and/or foreign Trade Through Electronic Systems must 
keep the Trade Through Electronic Systems’ data and information that are related to financial 
transactions for at least 10 (ten) years and data that are not related financial transactions for at least 5 
(five) years since the data and information obtainment; and (2) the aforementioned data and information 
in clause (1) must at least contain information on customers; electronic offers and electronic demands; 
electronic confirmation, payment confirmation; goods delivery status; trade complaints and disputes; 
electronic contracts; and the type of goods and/or services sold. 
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Article 26 states that business owners must protect consumer rights according to the stipulations of 
legal regulations in the consumer protection sector and comply with stipulations of legal regulations in 
the business competition sector. 

 Article 27 clause (1) stipulates that business owners must provide complaint services for consumers; 
and (2) complaint services as stipulated in clause (1) must at least contain complaint contact address and 
phone number; procedures of consumer complaint; complaint follow-up mechanisms; officers that are 
competent in processing complaint services; and the period needed to resolve a complaint. 

Article 59 clause (1) states that business owners must keep personal data according to the standard 
of personal data protection or the appropriate business practices according to the development; (2) the 
standard of personal data protection; (3) in the case where owners of the personal data state exit, 
unsubscribe, or stop from using Trade Through Electronic Systems’ services and facilities, the personal 
data owners have the right to ask business owners to eradicate all of their personal data; and (4) under 
the request of the personal data owners, business owners must eradicate all of their personal data in the 
system they manage. 

Article 80 clause (1) states that business owners that violate the stipulations are imposed with 
administrative sanctions by the Minister; and (2) these administrative sanctions may be in the form of a 
written warning; being inserted into the list of prioritized monitoring; blacklisted; having its domestic 
and/or foreign Trade Through Electronic Systems’ services temporarily blocked by the authorized 
related institutions; and/or the revocation of its business permit. 

The Indonesian material cyber law in the forms of legal regulations above has not truly protected 
Trade Through Electronic System business actors if its law enforcement is still weak, especially 
considering that the sanctions stipulated in these regulations are only administrative ones. These 
sanctions only apply to electronic system establishers and trade through electronic system/e-commerce 
actors. Perpetrators of cybercrime in the forms of the attack of destructive software (malware), personal 
data theft (phishing), the attack to access with ransom (ransomware), password hacking (dictionary 
attack), etc. that are forms of disturbances in the electronic system (intrusion) are not touched by these 
laws. 

The second amendment to the Law on Electronic Information and Transaction, namely Law No. 1 
of 2024 has the spirit to make the e-commerce climate in Indonesia grow for a betterment. Therefore, it 
needs to immediately establish intensive and massive education for society, including e-commerce actors 
and electronic system establishers. It must also be followed by changes in its implementing regulations. 
Thus, Governmental Regulation No. 71 of 2019 on Electronic System Establisher and Governmental 
Regulation No. 80 of 2019 on Trade Through Electronic Systems needs to immediately be amended. 

The suboptimum protection against cybercrimes in e-commerce businesses may lead e-commerce 
business actors (both business owners and consumers) to refrain from undergoing transactions due to 
their distrust over security in these electronic transactions. Their trust fades due to cases of personal 
data privacy leakage. Trust as a social capital in e-commerce businesses is crucial, as without it, e-
commerce will not exist. 

The protection against cybercrimes in the form of electronic system disturbance (system 
interference) may only be obtained in Law No. 27 of 2022 on Personal Data Protection. Unfortunately, 
its law enforcement is still suboptimum, especially in its formal process to prove such crimes. 
 
6. Conclusion 

From the perspective of the Electronic Information and Transaction Law in Indonesia, Cybercrimes 
that are a form of disturbance in the electronic system (system interference) in e-commerce transactions 
still cannot optimally be prevented and handled. This leads to the fading trust of consumers as a social 
capital among e-commerce actors. This may inhibit the state's economic growth in general and 
especially the growth of e-commerce. 

Amendments to the Electronic Information and Transaction Law as the legal basis to this must be 
followed by changes in its implementing regulations. This is so that changes in these regulations to 
bring legal certainty and protection to society as well as create a safe, accountable, just, and innovative 
digital ecosystem for everyone may be achieved. 
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